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SWZCA

Enterprise Security Specialist - Systems Focused

Job Summary

Join Southwest Ohio Computer Association (SWOCA), an Information Technology Center (ITC) in
Ohio dedicated to serving the K-12 and government sectors. With a team of 29 employees and
growing, we’re seeking an enthusiastic Cybersecurity Engineer to support, troubleshoot,
optimize, and deploy our security stack. This role primarily focuses on systems-centric Fortinet
products, like FortiEDR, FortiSIEM, FortiSOAR, FortiMail Cloud, and FortiAuthenticator, while
offering the opportunity to cross-train across the entire Fortinet suite.

Our ideal candidate is an emerging technical professional with 1-3 years of systems
administration and support, someone eager to dive into the Fortinet ecosystem and unlock its
full potential for our members. Experience in the Fortinet stack is preferred but not required.
You’ll work in a hybrid environment, collaborating with a fun and supportive team, and enjoy
standout benefits like 90% healthcare coverage, full vision, and pension.

Primary Responsibilities

1. Support, troubleshoot, and optimize Fortinet products, including FortiEDR, FortiSIEM,
FortiSOAR, FortiMail Cloud, EMS, and FortiAuthenticator.

2. Candidate will also get exposure with FortiGates, FortiAnalyzer, and FortiManager

3. Assist in deploying and maintaining enterprise security solutions to safeguard our
clients’ data and operations.

4. Collaborate with systems and network teams to ensure secure and efficient system
performance.

Participate in cross-training to gain expertise across the full Fortinet stack.
Perform system updates, security patches, and routine maintenance.

Troubleshoot and resolve technical issues related to security and systems.
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Support tools like VMware, Microsoft 365, and Google Workspace to support our hybrid
infrastructure.

Required Qualifications
1. Associates Degree in Information Technology, Cybersecurity, or a related field.

1. Will consider an equivalent combination of education and experience



2. At least one industry standard certifications, such as Fortinet NSE 4, CompTIA Security+,
Network+, or Cisco CCNA Security

3. Minimum 1 year of experience in enterprise level systems engineering, IT support, or a
related technical role.

Enthusiasm for learning and mastering the Fortinet security stack.
Basic understanding of network security principles and enterprise systems.

Familiarity with VMware, Microsoft 365, and/or Google Workspace.
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Experience with Windows server system administration

Preferred Qualifications
1. Bachelor's degree in Computer Science, Information Technology, or a related field.
2. Experience With Fortinet Security products or similar security solutions.
3. Experience with IT automation (e.g., scripting in Python or Bash).

4. Knowledge of Linux system administration (e.g., Amazon Linux, CentOS, or Ubuntu).

Work Environment

This is a hybrid role, with a combination of remote and on-site work. You'll join a close-knit
team of 29 professionals who value collaboration, innovation, and a positive workplace culture.

Benefits
1. Salary Range: $65,000-$85,000, based on experience
90% healthcare coverage
Vision Insurance
Monthly Technology Stipend
SERS (School Employees Retirement System) Pension plan

Tuition/Certification Reimbursement
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A fun, supportive team environment

Interested parties should e-mail their Resume and Cover letter to Careers@swoca.net
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